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audit elements. Liaison offices assist in ef-
fective utilization of contract audit services. 

[56 FR 49685, Oct. 1, 1991, as amended at 60 FR 
35699, July 11, 1995; 64 FR 1131, Jan. 8, 1999] 

APPENDIX B TO PART 290—DCAA’S FOIA 
POINTS OF CONTACT 

(Regional Offices Listed Alphabetically by 
State and City) 

CALIFORNIA 

DCAA WESTERN REGIONAL OFFICE, Attn: RCI– 
4 (FOIA Coordinator), 16700 Valley View 
Avenue, Suite 300, La Mirada, CA 90638– 
5830, (714) 228–7083 

Geographical Area of Responsibility: Alas-
ka, California, Hawaii, Idaho, Montana, Ne-
vada, Oregon, and Washington. 

Pacific Ocean and Asian Islands. 
Asia except the Middle East. 
Australia. 

GEORGIA 

DCAA EASTERN REGIONAL OFFICE, Attn: RCI– 
1 (FOIA Coordinator), 2400 Lake Park 
Drive, Suite 300, Smyrna, GA 30080–7644, 
(770) 319–4510 

Geographical Area of Responsibility: Ala-
bama, Florida, Georgia, Indiana, Kentucky, 
Louisiana, Mississippi, North Carolina, Ohio, 
Tennessee, Virginia, West Virginia, Central 
America, South America, Bermuda, Puerto 
Rico and nearby Islands, and Mexico. 

MASSACHUSETTS 

DCAA NORTHEASTERN REGIONAL OFFICE, 
Attn: RCI–2 (FOIA Coordinator), 59 Com-
posite Way, Suite 300, Lowell, MA 01851– 
5150, (978) 551–9722 

Geographical Area of Responsibility: Con-
necticut, Maine, Massachusetts, New Hamp-
shire, Rhode Island, Vermont, Michigan (ex-
cluding the Upper Peninsula), all New York 
Counties except Steuben, Schuyler, 
Cheming, Tompkins, Tioga, Broome, 
Chenango, Otsego, Delaware, and Sullivan. 

Africa and Adjacent Islands. 
Europe and Adjacent Islands. 
Middle East and Adjacent Islands. 
Greenland. 
Iceland. 

PENNSYLVANIA 

DCAA MID-ATLANTIC REGIONAL OFFICE, Attn: 
RCI–6 (FOIA Coordinator), 615 Chestnut 
Street, suite 1000, Philadelphia, PA 19106– 
4498, (215) 597–5403 

Geographical Area of Responsibility: Dela-
ware, District of Columbia, Maryland, and 
New Jersey. 

New York Counties of Steuben, Schuyler, 
Chemung, Tompkins, Tioga, Broome, 
Chenango, Otsego, Delaware, and Sullivan. 

The IBM Suboffice located at Tarrytown, 
New York. 

Pennsylvania Counties East of and includ-
ing Tioga, Lycoming, Union, Mifflin, Juni-
ata, and Franklin. 

Virginia Counties East and North of and 
including Stafford, Culpeper, Rappahannock, 
Page, Shenandoah, and Frederick. 

TEXAS 

DCAA CENTRAL REGIONAL OFFICE, Attn: RCI– 
3 (FOIA Coordinator), 106 Decker Court, 
suite 300, Irving, TX 75062–2795, (214) 650– 
4893 

Geographical Area of Responsibility: Ari-
zona, Arkansas, Colorado, Illinois, Iowa, 
Kansas, Minnesota, Missouri, Nebraska, New 
Mexico, North Dakota, Oklahoma, South Da-
kota, Texas, Utah, Wisconsin, Wyoming and 
Louisiana Parishes North of and including 
Vernon, Rapides, and Avoyelles. 

VIRGINIA 

DCAA HEADQUARTERS, Attn: CM (Informa-
tion and Privacy Advisor), 8725 John J. 
Kingman Road, Suite 2135, Fort Belvoir, 
VA 22060–6219, (703) 767–1000 

(a) Miscellaneous. 
(1) The following publications may be ob-

tained from the Defense Contract Audit 
Agency, ATTN: CMO, 8725 John J. Kingman 
Road, Suite 2135, Fort Belvoir, VA 22060–6219, 
(703) 767–1066. Many of these items, among 
others, may be obtained from the DCAA Web 
site. Since these materials are publicly 
available, requesters need not invoke the 
Freedom of Information Act to obtain copies 
of the publications selected. 

(i) DCAAI 5025.2, Index of Numbered Publi-
cations, lists Agency publications. 

(ii) DCAAP 1421.3, Catalog of Training 
Courses, lists training courses available from 
the Defense Contract Audit Institute, Spe-
cific training courses are also available. 

(2) Although the following publication is 
publicly available, the memorandums listed 
may or may not be subject to withholding 
under the Freedom of Information Act. 
Those memorandums marked with an ‘‘(R)’’, 
denoting releasable (e.g. 94–PFD–063R)), are 
available from the above address. However, 
Memorandums for Regional Directors 
(MRDs) marked ‘‘(NR)’’, meaning not releas-
able, cannot be obtained from this source. 
Requests for (NR) MRDs should be sought 
under the auspices of the Freedom of Infor-
mation Act from the Defense Contract Audit 
Agency, ATTN: CM, 8725 John J. Kingman 
Road, Suite 2135, Fort Belvoir, VA 22060– 
6219;. 

(i) DCAAI 5025.13, Index of DCAA Memo-
randums for Regional Directors (MRDs), lists 
numbered memorandums pertaining to 
Agency policy, procedure, and informational 
topics. 
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1 Copies may be obtained, at cost, from the 
National Technical Information Service, 5285 
Port Royal Road, Springfield, VA 22161. 

2 Copies may be obtained from the Defense 
Contract Audit Agency, Attn: CMO, 8725 
John J. Kingman Road, Suite 2135, Fort 
Belvoir, VA 22060–6219. 

(3) Requesters should plainly display the 
words ‘‘Freedom of Information Act Re-
quest’’ on the lower left hand corner of the 
envelope to ensure prompt handling. 

(b) [Reserved] 

[56 FR 49685, Oct. 1, 1991, as amended at 57 FR 
30904, July 13, 1992; 58 FR 63084, Nov. 30, 1993; 
60 FR 18006, Apr. 10, 1995; 60 FR 35699, July 11, 
1995; 61 FR 4885, Feb. 9, 1996; 61 FR 5510, Feb. 
13, 1996; 64 FR 1131, Jan. 8, 1999] 

APPENDIX C TO PART 290—FOR OFFICIAL 
USE ONLY 

(a) General. Information that has not been 
given a security classification pursuant to 
the criteria of an Executive Order, but which 
may be withheld from the public for one or 
more of the reasons cited in FOIA Exemp-
tions 2 through 9 shall be considered as being 
for official use only. No other material shall 
be considered or marked ‘‘For Official Use 
Only’’ (FOUO). FOUO is not authorized as an 
anemic form of classification to protect na-
tional security interests. 

(b) Prior FOUO Application. The prior ap-
plication of FOUO markings is not a conclu-
sive basis for withholding a record that is re-
quested under the FOIA. When such a record 
is requested, the information in it shall be 
evaluated to determine whether, under cur-
rent circumstances, FOIA exemptions apply 
in withholding the record or portions of it. If 
any exemption or exemptions apply or ap-
plies, it may nonetheless be released when it 
is determined that no governmental interest 
will be jeopardized by its release. (1) Histor-
ical Papers. Records such as notes, working 
papers, and drafts retained as historical evi-
dence of Agency actions enjoy no special sta-
tus apart from the exemptions under the 
FOIA. 

(2) Time to Mark Records. The marking of 
records at the time of their creation provides 
notice of FOUO content and facilitates re-
view when a record is requested under the 
FOIA. Records requested under the FOIA 
that do not bear such markings, shall not be 
assumed to be releasable without examina-
tion for the presence of information that re-
quires continued protection and qualifies as 
exempt from public release. 

(3) Distribution Statement. Information in 
a technical document that requires a dis-
tribution statement pursuant to DoD Direc-
tive 5230.24 1 shall bear that statement and 
may be marked FOUO, as appropriate. 

(c) Markings. (1) Location of Markings. (i) 
An unclassified document containing FOUO 
information shall be marked ‘‘For Official 
Use Only’’ at the bottom on the outside of 
the front cover (if any), on each page con-

taining FOUO information, and on the out-
side of the back cover (if any). 

(ii) Within a classified document, an indi-
vidual page that contains both FOUO and 
classified information shall be marked at the 
top and bottom with the highest security 
classification of information appearing on 
the page. 

(iii) Within a classified document, an indi-
vidual page that contains FOUO information 
but no classified information shall be 
marked ‘‘For Official Use Only’’ at the bot-
tom of the page. 

(iv) Other records, such as, photographs, 
films, tapes, or slides, shall be marked ‘‘For 
Official Use only’’ or ‘‘FOUO’’ in a manner 
that ensures that a recipient or viewer is 
aware of the status of the information there-
in. 

(v) FOUO material transmitted outside the 
Department of Defense requires application 
of an expanded marking to explain the sig-
nificance of the FOUO marking. This may be 
accomplished by typing or stamping the fol-
lowing statement on the record prior to 
transfer: 
This document contains information 
EXEMPT FROM MANDATORY DISCLO-

SURE 
Under the FOIA. Exemptions . . . . . apply. 

(2) Instructions for marking DCAA audit 
reports are contained in Chapter 10 of the 
Contract Audit Manual (CAM) 2. 

(3) DCAA Label 4, FOUO Cover Sheet. This 
form may be used to further identify FOUO 
information. 

(d) Dissemination and Transmission. (1) 
Release and Transmission Procedures. Until 
FOUO status is terminated, the release and 
transmission instructions that follow apply: 

(i) FOUO information may be disseminated 
within the Agency and between officials of 
DoD Components and DoD contractors, con-
sultants, and grantees to conduct official 
business for the Department of Defense. Re-
cipients shall be made aware of the status of 
such information, and transmission shall be 
by means that preclude unauthorized public 
disclosure. Transmittal documents shall call 
attention to the presence of FOUO attach-
ments. 

(ii) Agency and DoD holders of FOUO infor-
mation are authorized to convey such infor-
mation to officials in other departments and 
agencies of the executive and judicial 
branches to fulfill a government function, 
except to the extent prohibited by the Pri-
vacy Act. Records thus transmitted shall be 
marked ‘‘For Official Use Only’’, and the re-
cipient shall be advised that the information 
has been exempted from public disclosure, 
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